| **序号** |  | **测评内容** |
| --- | --- | --- |
| 1 | 等级保护测评 | 测评内容：1.医院信息管理系统（三级）等级测评；  2.互联网医院信息系统（三级）等级测评；  3.门户网站系统（二级）等级测评。  工作内容：投标人须依据《信息安全技术 网络安全等级保护基本要求》（GB/T 22239-2019）、《信息安全技术 网络安全等级保护测评要求》（GB/T 28448-2019）、《信息安全技术 网络安全等级保护测评过程指南》（GB/T 28449-2018）和《信息安全技术 网络安全等级保护定级指南》（GB/T 22240-2020）等国家等级保护相关标准对待测系统进行等级保护测评工作，内容包括：   1. 定级备案：指导协助完成系统的定级备案工作，并取得网安部门颁发的《备案证明》； 2. 安全技术测评：包括安全物理环境、安全通信网络、安全区域边界、安全计算环境和安全管理中心等五个方面的安全测评； 3. 安全管理测评：包括安全管理机构、安全管理制度、安全管理人员、安全建设管理和安全运维管理等五个方面的安全测评； 4. 工具测试：针对重要信息系统进行漏洞扫描、渗透测试等安全服务工作； 5. 整改建议：投标人应根据现场测评中发现的问题，分析与GB/T 22239-2019、ISO/IEC 27001、ISO/IEC 20000、ISO 22301、ITIL和ITSS等行业最佳实践之间的差距，按照网络安全等级保护标准要求提出安全整改建议； 6. 编制测评报告：完成上述测评工作和整改加固实施后，投标人最后出具符合标准要求的各信息系统网络安全等级保护测评报告。 |

**网络安全服务**

1、中标人在签订合同后为我院提供2个的cisp培训名额、提供1个ciipt-a培训名额和1个ciipt-d培训名额。

2、中标人在签订合同后，为我院提供一次网络安全培训，培训对象为全院管理层及医护人员。培训内容包含但不限于“网络安全法律法规宣贯、网络安全意识等”。

3、中标人在签署合同后，为我院提供每季度一次“漏洞扫描”服务。

4、中标人在签署合同后，为我院提供一年三次的“重保”服务，即重大节日保障服务。